The risks of cybersecurity are not only coming from the outside, but as stated by Arsenault (2023), companies need to be aware of their exposure to risks that come from inside their organizations. In addition, more than 300 million people are working remotely, consequently producing, sharing, accessing the data wherever they go. 'Data breaches arising from insider threats and simple mishaps can cost businesses an average of $7.5 million annually' (Arsenault, 2023). In order to minimize the costs of data leakage and to follow best practices, each organization should hold to the standards provided by the ISO/IEC organization. The following standards are a good way to prevent unwanted activities within the organization itself:

**ACCESS CONTROL:**

Ensuring that the people go through the proper access control is the simple and effective starting point to avoid unauthorized access. Ideally the people would only have access to the data that they need for their everyday work. On the other hand, unauthorized access to data that should not be accessed imposes a direct threat to the system.

**AUDIT:**

Monitoring all the activities is a great approach to prevent the breaches in advance. Ideally, each activity should be monitored, however this rises another question regarding privacy. However, at least most risky actions should be monitored, to track the changes, in order to prevent the actions that may happen.

**INFORMATION SECURITY CONTINUITY:**

Continuous data protection is mandatory, as the organization can't know when the activity is about to happen. Ongoing and adequate data protection allows organizations to avoid weak chains in their systems, hence utilizing continuous data consistency.

**INFORMATION SECURITY INCIDENT MANAGEMENT:**

Focuses on the procedures required in the case of a breach. These include detecting, reporting, assessing, responding etc.

**COMPETENCE:**

In order to prevent important data from being exploited, organizations should hire professionals, responsible for implementing proper precautions and nevertheless spread awareness among other employees regarding data breaches.
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